
AMP
ACM, Anywhere, Anytime

The ACM Mobile Portal (AMP) is a web-based application designed to provide access to ACM reports and 
device information in a platform-independent way.  The responsive UI design conforms to many modern web 
browsers, device screen sizes and operating systems. There is no need to install any files on client devices 
wishing to use the application. 

Overview

AMP is designed to work with the existing ACM security model. Users must login and authenticate through 
ACM. Once authenticated, AMP creates a session for the user and authorizes access to application pages. Users 
can be configured as administrators, which allows administrative page access during the session. ACM Users 
and Roles are enforced per task, such as execution of device commands or changing supported configuration 
properties.

Security
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General Features Administrative Features
• View reports. Report parameter options are 

supported allowing report data to be filtered if 
present. Administrators can choose which reports 
are visible.

• View archive history records collected by a meter. 
Record types include Meter Characteristics, 
Hourly, Daily and Event. Searches for periodic 
records can be done by date and time ranges.

• Find devices by using filters and search phrases 
on device configuration fields such as Name, 
Description, Comments, Meter Name and most 
meta data fields like Location or Technician name. 
Results can be pinned/bookmarked by user for 
quick access from the home dashboard.

• View and edit protocol device configuration 
properties (limited). ACM security is enforced as 
configured. Administrators can choose which 
properties are visible.

• Execute commands and view the status 
results. ACM security is enforced as configured. 
Administrators can choose which commands are 
visible.

• Perform ad hoc alias demand poll requests for the 
device and view the results. Administrators can 
choose which alias groups are visible.

• View any persisted item values stored in ACM for 
the device.

• Manage a portal message that shows on all user 
dashboards.

• Manage the portal software license.

• Choose how long user sessions last.

• Choose how to treat invalid login attempts.

• Choose how to persist user session activity.

• Choose which reports are visible.

• Choose which device configuration properties are 
visible.

• Choose which commands are visible.

• Choose which alias groups are visible.

• Observe licensed user sessions and manage 
locked users.


